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Configuring the Multi-Factor Authentication mobile 
application 

To configure the Multi-Factor Authentication mobile application, proceed with the 
following steps: 

1. From the application store on your phone, find and install the app Multi-Factor 
Authentication. As previously mentioned, this app is available for Windows 
Phone, iOS, and Android. 

2. Once the Multi-Factor Authentication mobile app has been downloaded and is 
installed, you can activate it for multiple accounts. 

3. Open an InPrivate browsing session and navigate to the Access Panel at 
https://account.activedirectory.windowsazure.com/profile. 

4. Sign-in with your organizational account, for example 
“ztestuser5@corpfabrikam.onmicrosoft.com” as illustrated here. 

 

5. Click ADDITIONAL SECURITY VERIFICATION. 

https://account.activedirectory.windowsazure.com/profile


2 
October 12, 2016 

 

6. Check the box to enable Multi-Factor Authentication app. 

 

7. Click configure. 

 

8. Switch to your mobile device 
9. Open 

the Multi-Factor Authentication application. 
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10. In the mobile app, click New (+). 

Note: The interface will differ slightly between mobile OS apps. 

1. Either scan the barcode, or enter the information manually. Upon scanning the 
barcode or entering the information, you should then see a 6-digit authentication 
code for the directory. 

2. Switch back to the Access Panel. 
3. Click done. 
4. Notice the checking activation status message. Wait for this to read “Mobile app 

has been configured” before continuing. 

 

Note: You have now activated your mobile application for Multi-Factor Authentication. 

1. Under what’s your preferred option? from the drop down, select Notify me 
through app. 

2. Click save. 

 

Note: In order to use a new Multi-Factor Authentication process, you must first verify the 
process is working. 

1. Click verify preferred option. 
2. Switch to your mobile device. When prompted, click verify. 

 

3. Click close. 
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4. Close your browsing session. 

To login with the Multi-Factor Authentication mobile app, proceed with the 
following steps: 

1. Open an InPrivate browsing session and navigate to the Access Panel at 
https://account.activedirectory.windowsazure.com/profile. 

2. Sign-in with your organizational account, for example 
“JanetS@corpfabrikam.onmicrosoft.com” as illustrated here. 

 

3. When the Multi-Factor Authentication mobile app notifies you of the 
authentication attempt, click Verify from the mobile app. 

4. The sign in completes. Close the browsing session. 
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